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Technical Training 

Registration Guide 

Network Security Solutions 
SonicWall offers an extensive technical training curriculum for Network Administrators, Security Experts and 
Partners who need to enhance their knowledge and maximize their investment in SonicWall products and 
security applications. 

There are two major types of courses: 

Certified SonicWall Security Administrator (CSSA) courses 

CSSA courses are intended for networking professionals responsible for the daily operation of one or more 
security appliances. 

Certified SonicWall Security Professional (CSSP) courses 

CSSP courses are more advanced, and are intended for individuals that deploy, optimize, and troubleshoot all 
associated product features. 

To view a course description or to register for an instructor-led class, click on one of the following course titles: 

CSSA courses 

Network Security Basic Administration 

This course provides students the required background, knowledge and hand-on experience to begin 
deploying, configuring, and troubleshooting SonicWall Network Security Appliances running SonicOS firmware. 

Secure Mobile Access Basic Administration 

This course provides instruction on the administration and management of the SMA appliance to provide 
secure, anywhere access to applications and resources for employees, business partners and other users. 

CSSP courses 

Network Security Advanced Administration 

This course builds on the skills learned in the Network Security Basic Administration course and teaches the 
student the latest information on Application Control, Bandwidth Management, troubleshooting, advanced 
networking and more. 

Secure Mobile Access Advanced Administration 

This course builds on the skills learned in the Secure Mobile Access Basic Administration course and teaches 
advanced features, troubleshooting, and deployment techniques. 

http://training.sonicwall.com/
http://training.sonicwall.com/
http://training.sonicwall.com/
http://training.sonicwall.com/
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To register for a SonicWall instructor led training 
course: 
1. Access one of the above course description pages 

2. Scroll to the bottom of the page and click on schedule to find a class date that meets your needs 

3. Click on Register Now 

4. This will take you to the training partner’s website: 

 If you have already purchased training and have received an email with an activation key, 

you must call the training partner to register for class 

 If you have not already purchased training, you can follow the partner’s online registration 

process 

5. If a local class is not shown, visit http://training.SonicWall.com/  and click on Authorized Training Partners to 
find a local training partner 

NOTE: Always check the local pricelist for the latest pricing information. 

Introduction to SonicWall partner training 
Some courses are provided online as free e-learning courses. To start one of our e-learning courses, just click 
on one of the following course titles and begin: 

• Global Management System Certification 

• Email Security Certification 

Free e-learning classes 

Instructor-led courses 

For more information, visit http://training.SonicWall.com/ or email training@SonicWall.com  

Certifications   

To earn the certification associated with a specific course, such as CSSA or CSSP, you must take and pass the 
associated certification exam. There are sixty (60) questions in the exam and you will have three hours to 
complete it. The minimum passing score for these exams is eighty percent (80%). For each course, there are 
two versions of the exam: 

• An In-Class Exam 

• A Test-Out Exam 

For either type, you will need an activation key to access the exam. If you have taken an instructor led course, 
the instructor will provide you with a key. Otherwise, you can access a test-out exam using a key. These keys 
can either be purchased online or through your normal distribution channel. 

  

http://training.sonicwall.com/
http://training.sonicwall.com/
mailto:training@sonicwall.com
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To access the certification exam: 
1. Log into your personal MySonicWall account at http://www.mySonicWall.com.  If applicable, make sure that 
this account is based on your work email address 

2. Click on My Training in the left navigation pane 

3. Locate the exam that you want to access 

• If you have a key, click on the key icon and enter your key 

• If you do not have a key, click on the shopping cart icon to purchase a key online 

4. Once you have entered your key, click on Take Exam to start the exam 

5. Once you complete the exam, it is scored instantly 

 If you pass the exam, you will be able to view and download your certificate 

 If you did not pass, you will be able to start the test again eight (8) hours after you finished 

by clicking again on 

Take Exam 

NOTE: You can take the exam up to three times, but you cannot enter the key a second time. 

 
 
 
 
 
 
 
SonicWall is a trademark or registered trademark of SonicWall Inc. and/or its affiliates in the U.S.A. and/or 
other countries. All other trademarks and registered trademarks are property of their respective owners. 
The information in this document is provided in connection with SonicWall Inc. and/or its affiliates’ products. 
No license, express or implied, by estoppel or otherwise, to any intellectual property right is granted by this 
document or in connection with the sale of SonicWall products. EXCEPT AS SET FORTH IN THE TERMS AND 
CONDITIONS AS SPECIFIED IN THE LICENSE AGREEMENT FOR THIS PRODUCT, SONICWALL AND/OR ITS 
AFFILIATES ASSUME NO LIABILITY WHATSOEVER AND DISCLAIMS ANY EXPRESS, IMPLIED OR STATUTORY 
WARRANTY RELATING TO ITS PRODUCTS INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTY OF 
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, OR NON-INFRINGEMENT. IN NO EVENT SHALL 
SONICWALL AND/OR ITS AFFILIATES BE LIABLE FOR ANY DIRECT, INDIRECT, CONSEQUENTIAL, PUNITIVE, 
SPECIAL OR INCIDENTAL DAMAGES (INCLUDING, WITHOUT LIMITATION, DAMAGES FOR LOSS OF PROFITS, 
BUSINESS INTERRUPTION OR LOSS OF INFORMATION) ARISING OUT OF THE USE OR INABILITY TO USE 
THIS DOCUMENT, EVEN IF SONICWALL AND/OR ITS AFFILIATES HAVE BEEN ADVISED OF THE POSSIBILITY OF 
SUCH DAMAGES. SonicWall and/or its affiliates make no representations or warranties with respect to the 
accuracy or completeness of the contents of this document and reserves the right to make changes to 
specifications and product descriptions at any time without notice. SonicWall Inc. and/or its affiliates do not 
make any commitment to update the information contained in this document. 
About SonicWall Solutions SonicWall network security solutions enable customers and partners to dynamically 
secure, control and scale their global networks. 
Visit www.SonicWall.com today for more details. If you have any questions regarding your potential use of this 
material, contact: 
SonicWall 
5455 Great America Parkway, 
Santa Clara, CA 95054 
www.SonicWall.com 
Refer to our website for regional and international office information. 

http://www.mysonicwall.com/
http://www.sonicwall.com/



